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Da bi uspjesno pokrenuli HAKOMetar potrebno je u u postavkama Jave omoguciti pokretanje iste.
Potrebno je:

1. Otvoriti Control Panel

[—

J’ Getting Started

.' Connect to a Projector

—gj Calculator

Documents
Sticky Notes

% Snipping Tool
‘.‘:f Paint

_1‘ XPS Viewer

Pictures
Music
Computer

Control Panel k‘
g Windows Fax and Scan

. Remote Desktop Connection
- Default Programs

Q-‘ Magnifier Help and Support

» Al Programs

IlSEorﬁlg sofhd files _.

Devices and Printers
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2. U prozoru koji se otvori, u polju za traZenje u gornjem desnom kutu upisite java:

x

"
+ @ + Control Panel » Search Control Panel 2o

Adjust your computer’s settings Viewby: Category ~

System and Security ' User Accounts

Review your computer's status ‘Q’ Change accounttype
Save backup copies of your files with File History

Find and fix problems Appearance and Personalisation
Network and Internet Slimge et
Change desktop background

View network status and tasks - ;

z : Adjust screen resolution
Choose homegroup and sharing options
Clock, Language and Region
Add a language
Change input methods
Change date, time or number formats

Hardware and Sound

View devices and printers

Add a device

Adjust commenly used mobility settings
Ease of Access

Let Windows suggest settings
Cptimise visual display

Programs
Uninstall a program
Get programs

~ 1 B8 » Control Panel »

@J Java

@ Search Windows Help and Support for “java”
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3. Otvorite Java Control Panel putem poveznice:

@ ~ 1 [ » Control Panel »

veindows Help and Support for "java”
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4. U Java Control Panel-u odaberite karticu Security:

Java Control Panel

View version information about Java Control Panel.
About...
Network Settings

Network settings are used when making Internet connections. By default, Java will use the network
settings in your web browser. Only advanced users should modify these settings.

Network Settings...
Temporary Internet Files

Files you use in Java application®are stored in a spedal folder for quick execution later. Only
advanced users should delete files or modify these settings.

Settings... View...

Java in the browser is enabled.
See the Security tab
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5. Na kartici Security odaberite opciju Edit Site List:

(£ Java Control Panel
General | Java Security  Advanced

Enable Java content in the browser

Security Level

() Very High (Most secure setting)
Only Java applications identified by a non-expired certificate from a trusted authority will be
allowed to run.

(®) High (Minimum recommended)
Java applications identified by a certificate from a trusted authority will be allowed to run.

() Medium (Least secure setting)
All Java applications will be allowed to run after presenting a security prompt.

Exception Site List
Applications launched from the sites listed below will be allowed to run after the appropriate security
prompts. )

Chck Site List

Edit Site List...

Restore Security Prompts Manage Certificates...

OK Cancel Apply
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6. Otvoriti ¢e se novi prozor u kojem odaberite opciju Add:

(%) Java Control Panel
General | Java| Security | Advanced

[v] Enable Java content in the browser

Security Level

() Very High (Most secure setting)

Only Java applications identified by a non-expired certificate from a trusted authority will be
allowed to run.

% Exception Site List

Applications launched from the sites listed below will be allowed to run after the appropriate security
prompts,

“dy FILE and HTTP protocols are considered a security risk.
We recommend using HTTPS sites where available.
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7. U polje za unos adrese unesite http://bwmclient.carnet.hr i odaberite OK:

E%] Java Control Panel
General | Java Security = Advanced

Enable Java content in the browser

Security Level

() Very High (Most secure setting)

Only Java applications identified by a non-expired certificate from a trusted authority will be
allowed to run.

 [E2 Exception Site List

Applicationslndwed from the sites listed below will be allowed to run after the appropriate security
prompts.

ttp: //fbwmdient.carnet.hr

Add Remove
“Jg FILE and HTTP protocols are considered a security risk.

We recommend using HTTPS sites where available.
Er

OK | | cancel Apply
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8. Pojavit ¢e se upozorenje na kojem odaberite Continue:

(=) Java Control Panel
General | Java | Security = Advanced

[v] Enable Java content in the browser

Security Level

() Very High (Most secure setting)

Only Java applications identified by a non-expired certificate from a trusted authority will be
allowed to run.

| &8 Exception Site List
Security Warning - HTTP Location

Including an HTTP Location on the Exception Site List is '
considered a security risk

Location: http://bwmdient.carnet.hr

Locations that use HTTP are a security risk and may compromise the personal information on your
computer. We recommend induding only HTTPS sites on the Exception Site List.

Click Continue to accept this location or Cancel to abort this change.

W F AR Pl P R G T o LD W PG e Y U




9. U prozoru od Java Control Panela odaberite OK:

| General | Java| Seauity | Advanced

[] Enable Java content in the browser

Security Level

() very High (Most secure setting)

Only Java applications identified by a non-expired certificate from a trusted authority will be
allowed to run.

(®) High (Minimum recommended)
Java applications identified by a certificate from a trusted authority will be allowed to run.

() Medium (Least secure setting)
All Java applications will be allowed to run after presenting a security prompt.

Exception Site List
Applications launched from the sites listed below will be allowed to run after the appropriate security
prompts.

http://bwmdient.carnet.hr A

v

Edit Site List...

| Restoe Secuity Pronpts

| | Manage Certificates... |




