REPUBLIKA HRVATSKA
HRVATSKA REGULATORNA AGENCLIA
ZA MREZNE DJELATNOSTI

KLASA: UP/1-344-07/23-01/33
URBROJ: 376-05-2-25-10
Zagreb, 9. rujna 2025.

Na temelju ¢lanka 16. stavka 1. toCke 25. i ¢lanaka 161. i 162. Zakona o elektroni¢kim
komunikacijama (NN br. 76/22 i 14/24), te clanka 96. Zakona o op¢em upravnom postupku (NN br.
47/09 1 110/21), u ponovljenom postupku inspekcijskog nadzora pokrenutom po sluzbenoj duznosti
protiv operatora Telemach Hrvatska d.o.o., Josipa Marohni¢a 1, 10000 Zagreb, OIB: 70133616033,
radi krSenja odredbe ¢lanka 43. Zakona o elektronickim komunikacijama (NN br. 76/22 i 14/24),
inspektor elektroni¢kih komunikacija Hrvatske regulatorne agencije za mrezne djelatnosti donosi

RJESENJE

l. Utvrduje se da je trgovacko drustvo Telemach Hrvatska d.o.o., Josipa Marohni¢a 1, Zagreb,
postupalo protivno odredbi ¢lanka 43. stavku 1. i stavku 2. Zakona o elektronickim
komunikacijama (NN br. 76/22 i 14/24) u razdoblju od 1. studenog 2021. do 6. srpnja 2023.,
na nacin da je primjenjivalo mjere nadzora SMS prometa izmedu krajnjih korisnika i blokiralo
odredene vrste SMS poruka koje ne predstavljaju sigurnosni rizik ili napad na elektronicke
komunikacijske mreze i usluge te koje mjere nisu nuzne za odrzavanje ili ponovnu uspostavu
sigurnosti elektronickih komunikacijskih mreza i usluga.

Il.  Zabranjuje se drustvu iz tocke 1. ovog rjeSenja primjena mjera nadzora SMS prometa i blokade
SMS poruka koje ne predstavljaju sigurnosni rizik ili napad na elektroni¢ke komunikacijske
mreZe 1 usluge i koje nisu nuzne za odrZavanje ili ponovnu uspostavu sigurnosti elektronic¢kih
komunikacijskih mreza 1 usluga.

[1l. U slucaju nepostupanja po ovom rjesenju, odgovornoj osobi izvrSenika, izre¢i ¢e se nov€ana
kazna u iznosu od 7.000,00 eura (slovima: sedam tisu¢a eura). U slucaju daljnjeg
neispunjavanja obveze, izre¢i ¢e se druga, ve¢a novcana kazna.

ObrazloZenje

Hrvatska regulatorna agencija za mrezne djelatnosti (dalje: HAKOM) zaprimila je 3. travnja 2025.
presudu Visokog upravnog suda Republike Hrvatske (dalje: VUS) od 18. veljace 2025., poslovni
broj: Us 11-30/2025-2 (dalje: Presuda) kojom je ponisteno Rjesenje HAKOM-a KLASA: UP/I-344-
07/23-01/33, URBROJ: 376-05-2-23-07 od 6. srpnja 2023. (dalje: Rjesenje) i predmet vracen na
ponovni postupak.

Presudom se VUS nije posebno osvrnuo na opravdanost i zakonitost primjene mjera od strane
Telemacha, ve¢ je uputio HAKOM da u ponovljenom postupku izvede dokaze na okolnost je li

Ulica Roberta Frangesa-Mihanovica g s n
aE
10110 Zagreb = ..
OIB: 87950783661
www.hakom.hr  HAKOM



primjena takve mjere nadzora prometa dopusStena u smislu Zakona o kibernetickoj sigurnosti (NN
14/2024; dalje ZKS).

Naime, u prvotnom postupku inspektor je samostalnom provjerom u razdoblju od 24. veljace 2023.
do 2. ozujka 2023. slanjem SMS poruka s broja [...] na brojeve [...] koji se nalaze u Telemach mrezi,
¢iji je sadrzaj identiCan ili slican sadrzaju poruka koje aplikacije redovito Salju korisnicima prilikom
verifikacije korisni¢kih ra¢una (npr. Facebook, Google, Instagram i sl.) utvrdio kako se predmetne
poruke ne isporucuju primateljima, dok su istovremeno istim primateljima isporucene poruke
sadrzaja ,,Test* i/ili ,,Proba®. Primjeri sadrzaja poruka koje nisu isporucene su sljedeéi: ,, Account:
XXXXXX IS your Samsung account verification code*, , Use xxxxx for two-factor authentication on
Facebook “te ,, xxxxx is your Google verification code “. Poruke istih sadrzaja upuéene u mreze drugih

operatora zaprimljene su bez ograni¢enja.

Temeljem tadaSnjeg zahtjeva inspektora Telemach je 13. ozujka 2023. dostavio ocitovanje u kojem
je, u bitnome, istaknuo kako primjenjuje mjere zastite svojih korisnika i svoje mreze, a koje se odnose
na sprjeCavanje razlicitih vrsta poznatih zlouporaba, ukljucujuéi onih putem SMS poruka te u tu svrhu
Telemach koristi SMS vatrozid (eng. firewall) ¢ija je svrha automatizirani nadzor SMS prometa,
ukljucuju¢i usmjeravanje (eng. routing) prometa. [...]. Telemach je u tadasnjem ocitovanju
napomenuo kako se ne radi o mjerama nadzora i provjere sadrzaja, ve¢ o automatiziranim postavkama
usporedbe [...], a sve u svrhu detekcije potencijalnih zlouporaba, odnosno zastite sigurnosti i
cjelovitosti komunikacijske mreze i njezinih korisnika, sprjeCavanja nedopustenog usmjeravanja
prometa i nezeljene elektronicke komunikacije (eng. spam). Takoder, navodi kako [...] te dodatno
istice da nitko nema pristup sadrzaju SMS poruka uklju¢ujué¢i administratora vatrozida i da se
blokirani SMS-ovi dalje ne pohranjuju, ne obraduju i da nije moguce otklju¢avanje kodiranih meta
podataka.

U odnosu na konkretne poruke, Telemach se ranije oCitovao da su od partnera koji Salju razlicite
tipove verifikacijskih poruka (banke, Facebook, Google, Tik Tok i sl.) dobili sadrzaj koji je
implementiran u SMS vatrozid te sustav, kod usporedbe uzorka teksta, isti usporeduje sa sadrzajem
dobivenim isklju¢ivo od autoriziranog posiljatelja.

U prilogu navedenog ocitovanja Telemach je dostavio svojevrsnu izjavu dobavljaca sustava [...] te
je ukratko opisano kako se radi o kodiranom sadrzaju SMS poruka koji se ne otkriva korisnicima
sustava (ni bilo kojoj trecoj osobi).

Nakon zaprimljenog o€itovanja, inspektor je 14. oZzujka 2023. zatrazio dodatno ocitovanje u odnosu
na razloge uvodenja ovakvog nadzora odnosno pojasnjenje iz kojeg razloga su upravo konkretne
poruke predstavljale rizik odnosno opasnost za sigurnost mreza i usluga.

U dodatnom ocitovanju od 17. ozujka 2023. Telemach je dostavio pojasnjenje nastavno na upit
inspektora vezano za rizik koje su predmetne poruke predstavljale odnosno pojasnjenje opasnosti za
sigurnost mreze 1 usluga Telemacha. Istaknuo je kako su predmetne poruke upucene s MSISDN-a
krajnjeg korisnika, a koji pri tome nije autorizirani partnerski kanal, odnosno nije ocekivana
komunikacija krajnjeg korisnika te naveo kako je krajnji cilj slanja takvih poruka drugim krajnjim
korisnicima dobivanje povjerenja u legitimitet poSiljatelja pa ju sustav automatizmom identificira 1
blokira kao smishing poruku (skra¢enica za “SMS phishing”). Drugim rije¢ima, Telemach smatra da
blokiranjem navedenih poruka sprjecava kradu identiteta krajnjih korisnika te dodatno istice kako u
kontekstu smishing-a isti moze biti potpomognut zlonamjernim softverom ili internetskim stranicama
za prijevare. Nadalje, navodi da trenutno blokiranje predmetnih poruka obeshrabruje prevarante u



slanju velike koli¢ine SMS poruka (SMS spamming), ¢ime se postiglo o¢uvanje sigurnosti cjelokupne
elektronicke komunikacijske mreze i usluga.

Telemach je u svom ocitovanju nastavno na pitanje inspektora vezano za dostavu primjera poruka
koje su evidentno utjecale na sigurnost Telemach elektronicke komunikacijske mreze i usluge naveo
kako nema primjera poruka jer ne pohranjuje sadrzaj poruka i prevenciju obavlja SMS vatrozid.
Konac¢no, Telemach u svom o€itovanju u ranijem postupku navodi da je implementirao SMS vatrozid
[...] te je istakao pozitivne strane koriStenja predmetnog sustava u cilju sprjecCavanja krade osjetljivih
podataka, a koje krajnji korisnici imaju na svojim telefonima, u aplikacijama i sl. Kao osnovu
navedenog postupanja Telemach je naveo Opcu uredbu o zastiti podataka (GDPR), Direktivu
2022/2555 o mjerama za visoku zajedni¢ku razinu kiberneticke sigurnosti Sirom Unije (NIS 2
Direktiva) i relevantne ENISA dokumente.

S obzirom da je u ponovljenom ocitovanju bilo nejasno $to prema navodima Telemacha predstavlja
»autorizirani partnerski kanal® inspektor je zatrazio dodatno ocitovanje vezano za predmetno te je
Telemach 24. ozujka 2023. dostavio pojasnjenje kako se [...].

Na prijedlog Telemacha, a u svrhu dodatnog pojasnjenja nac¢ina postupanja i primjene SMS nadzora,
dana 27. travnja 2023. odrZana je usmena rasprava na kojem su predstavnici Telemacha dodatno
pojasnili funkcioniranje SMS vatrozida u dijelu koji se odnosi na blokiranje dolaznih SMS poruka
[...]. Predstavnik Telemacha je napomenuo kako sustav po njihovu misljenju zadovoljava sve EU
standarde te da je uskladen sa svim pravnim propisima. Isto tako, napomenuto je kako Telemach
primjenjuje blokiranje SMS poruka na nacin [...]. Predstavnica Telemacha je zavr$no ponovila kako
se prilikom nadzora ne ulazi u sadrzaj SMS poruka te da Telemach mora poduzeti sve kako bi zastitio
svoje krajnje korisnike.

Na usmenoj raspravi predstavnica Telemacha predala je u spis Izjavu [...] (dalje: lzjava), direktora

programa organizacije Mobile Ecosystem Forum Ltd, (dalje: MEF) ¢iji je Telemach ¢lan, kao 1
prezentaciju pod nazivom ,, The Mobile Ecosystem Forum (MEF) & System Messaging Anti-Fraud *.

Prezentacija MEF-a koja je dostavljena u spis ukratko izlaze o organizaciji, ciljevima i nacinu rada
udruzenja te opisuje tzv. SMS Sender ID Registry programe 1 njegove rezultate u Ujedinjenom
Kraljevstvu, kao i Business SMS Fraud Framework koji definira rizike SMS prijevare. Prezentacija
opisuje na koji nac¢in Business SMS Ecosytem funkcionira odnosno nacin osiguravanja autorizirane
rute izravno od poSiljatelja prema primatelju poruke te pojasnjava vrste SMS prijevara i posljedice
odnosno ucinke pojedinih vrsta prijevara, kojih je ukupno prepoznato Ccetrnaest. Takoder,
prezentacijom je ukratko opisan sadrzaj Kodeksa ponaSanja ¢iji su potpisnici ¢lanovi MEF-a.

U ponovljenom postupku inspektor je zakljuckom zatrazio oc¢itovanje od Telemacha vezano uz
presudu VUS-a od 18. veljace 2025. te dostavu eventualnih novih dokaza vezanih za navode iz ranijeg
postupka.

Telemach je dostavio svoje o€itovanje 12. svibnja 2025. te uz navode zakonskih propisa koji su po
njemu relevantni za navedeni inspekcijski nadzor ponovno je obrazloZio razloge primjene vatrozida
odnosno kako njegova primjena nije protivna ¢lanku 43. stavku 1. Zakona o elektronickim
komunikacijama (NN br. 76/22 i 14/24; dalje: ZEK) ve¢ je zakonita i potrebna buduci je potrebna za
odrZavanje ili ponovnu uspostavu sigurnosti elektroni¢kih komunikacijskih mreza 1 usluga kao 1 za
otkrivanje i otklanjanje sigurnosnog rizika ili napada na elektronicke komunikacijske mreze i usluge.



Dodatno, Telemach se u svom oc€itovanju osvrnuo na ZKS kojim su propisane duznosti operatora u
primjeni mjera potrebnih za postizanje i ocuvanje visoke razine kiberneticke sigurnosti. Telemach
tako istice kako je cilj tih mjera odnosno kako je duznost operatora zastiti mrezne i informacijske
sustave 1 fizicko okruzenje tih sustava od incidenata uzimajuéi u obzir sve opasnosti kojima su ti
sustavi izlozeni. Isti¢e kako odredbe ¢lanka 24., 26. stavka 1., 2. i 3. te ¢lanka 27. ZKS-a propisuju
obveze operatora za implementaciju predmetnih mjera koje sluze za sprjecavanje ili smanjivanje na
najmanju moguéu mjeru ucinka incidenta na mrezne i informacijske sustave. Naveo je u ocitovanju
kako ZKS u ¢lanku 4. stavku 1. tocki 11., 45. 1 46. propisuje pojmove sigurnosti, incidenta i rizika, a
koji nisu definirani ZEK-om i kako isti potvrduju opravdanost i nuznost implementacije sustava
vatrozida koji mora blokirati SMS poruke koje dolaze od neakreditiranog posiljatelja i koje sadrze
obiljezja poslovne transakcije. Prema navodima Telemacha, radi se o odgovarajucoj i razmjernoj
mjeri upravljanja kibernetickim sigurnosnim rizicima.

Konaéno, Telemach dostavlja u ocitovanju statisticke podatke vezano za prijevare korisnika
elektroni¢kih komunikacija i to vezano za kradu identiteta, prijevare pri internetskoj kupnji te u
sluc¢aju phishing napada iz kojih je vidljiv porast prijevara u proteklom razdoblju te navodi da je u
odredenim zemljama EU (Finska, Poljska i Belgija) dozvoljena primjena mjera kojima je cilj
identificiranje, prevencija i spreavanje prijevara.

Isto tako, Telemach u svom ocitovanju predlaze dokaz vjestacenjem po ovlastenom sudskom vjeStaku
za informacijsku sigurnost i zastitu informacija na okolnost je li vatrozid Telemacha u smislu odredbi
ZKS-a dopustena mjera nadzora SMS poruka, koja je nuzna za odrzavanje ili ponovnu uspostavu
sigurnosti elektronickih komunikacijskih mreza i usluga.

U predmetnom postupku inspektor je uzeo u obzir sve dokaze i o€itovanja prikupljena u prethodnom
i ponovljenom postupku te razmotrio navode Telemacha u odnosu na opravdanost primjene mjera
sukladno odredbama ZKS-a. U odnosu na predlozeno vjeStacenje na okolnost je li vatrozid
Telemacha u smislu odredbi ZKS-a dopustena mjera nadzora SMS poruka, inspektor je zakljucio
kako ovako predloZeno vjeStacenje ne bi bilo opravdano. Naime, sadrzaj predloZzenog vjeStacenja
upravo se odnosi na predmet ovog postupka. Ocjena opravdanosti primjene mjera je u nadleznosti
HAKOM-a, konkretno inspektora u ovom postupku te se ne moze prepustiti vjestaku ili nekoj trecoj
osobi. Kako ¢injenice u ovom postupku nisu sporne te ne postoje ¢injenice za €ije utvrdivanje ili
ocjenu bi inspektoru bilo potrebno stru¢no znanje vjeStaka, inspektor nije temeljem prijedloga
Telemacha odredio vjestacenje u ovom postupku.

Nakon zaprimanja oc¢itovanja na zakljucak, inspektor je u ponovljenom postupku zakljucio kako je
Telemach u razdoblju od 1. studenog 2021. do donosenja rjeSenja inspektora 6. travnja 2024.
postupao protivno odredbi ¢lanka 43. stavka 1. i 2. ZEK-a prilikom primjene opisanih mjera nadzora
i kontrole SMS poruka buduci je odredbom ¢lanka 43. stavka 1. ZEK-a propisano kako je u svrhu
osiguravanja tajnosti elektronickih komunikacija i pripadaju¢ih prometnih podataka u javnim
komunikacijskim mreZama i javno dostupnim komunikacijskim uslugama zabranjeno sluSanje,
prisluskivanje, pohranjivanje te svaki oblik presretanja ili nadzora elektronickih komunikacija i
pripadajucih prometnih podataka, osim u slucajevima iz ¢lanka 52. ZEK-a te u slu¢ajevima utvrdenim
posebnim zakonima.

Stavkom 2. istog ¢lanka propisana je iznimka od spomenute zabrane kojom je utvrdeno da se zabrana
ne primjenjuje na tehnicku pohranu podataka koji su nuzni za prijenos komunikacije, u slucajevima
kada je to nuzno za odrzavanje ili ponovnu uspostavu sigurnosti elektronickih komunikacijskih mreza



i usluga, ili za otkrivanje tehni¢kih kvarova i/ili pogreSaka, sigurnosnih rizika ili napada na
elektronicke komunikacijske mreze i usluge, ne zadiruéi pri tome u nacela zastite tajnosti podataka.

Iz dokaza prikupljenih u predmetnom postupku, kako iz novog tako i iz prethodnih ocitovanja
Telemacha, proizlazi kako je Telemach implementirao mjere nadzora sadrzaja SMS poruka, bez
valjanog opravdanja ili argumentacije iz koje bi proizlazilo da je isto nuzno potrebno te dodatno ni¢im
ne opravdava da blokirane SMS poruke predstavljaju sigurnosni rizik ili bilo kakvu vrstu opasnosti
za elektroniCke komunikacijske mreze ili usluge, a Sto predstavlja preduvjet sukladno spomenutoj
zakonskoj odredbi. Naime, sama Cinjenica [...], ne znaci istodobno da prijenos ili zaprimanje takvih
poruka moze potencijalno ugroziti sigurnost mreza ili usluga. Telemach u svojim oc¢itovanjima ni na
koji nacin nije obrazlozio konkretni rizik ili opasnost za sigurnost mreza ili usluga, nije obrazlozio da
bi blokiranje takvih poruka bilo nuzno za odrzavanje ili ponovnu uspostavu sigurnosti elektronic¢kih
komunikacijskih mreza i usluga, ili za otkrivanje tehnickih kvarova i/ili pogresaka, sigurnosnih rizika
ili napada na elektroni¢ke komunikacijske mreze i1 usluge, ve¢ navedeno opravdava zastitom krajnjih
korisnika od eventualnih zlouporaba. Telemach se takoder poziva na obveze koje proizlaze iz GDPR-
a, NIS2 Direktive i ENISA-ne dokumente, ne pojasnjavajuéi zbog kojih je to konkretno obveza
vatrozid implementiran.

Nadalje, prezentacija koja je dostavljena u spis, nije ukazala na opravdanost i zakonitost postupanja
Telemacha buduc¢i da se iskljuc¢ivo radi o opisu nacina na koji se u danasnje vrijeme vrSe prijevare
putem SMS poruka. Isto tako, spomenuta prezentacija nisu dostavljene od stranke u postupku, vec¢ se
radi o tre¢im osobama odnosno udruZenju koje nije stranka u postupku.

Iz svega navedenog slijedi da postupanje Telemacha podrazumijeva nadzor SMS prometa koji se,
izmedu ostalih parametara, vr$ii [...]. U postupku je nesporno utvrdeno kako implementirani sustav
Telemacha vrsi nadzor cjelokupnog SMS prometa odnosno provodi nadzor sadrzaja SMS poruka, a
primjena automatiziranog nadzora bez ljudskog posredovanja, mjera kriptiranja ili ograni¢avanja
uvida u zapise ne mijenja prethodni zakljucak.

Naime, kriptiranje podataka ne utjeCe na ¢injenicu da sustav koji je pod nadzorom Telemacha vr$i
kontrolu sadrzaja (to¢nije uzorka teksta) koji se razmjenjuje izmedu krajnjih korisnika, koja je
odredbom clanka 43. stavak 2. ZEK-a dopustena samo u iznimnim slu¢ajevima (kada je to nuZzno za
odrzavanje ili ponovnu uspostavu sigurnosti elektronickih komunikacijskih mreza 1 usluga, ili za
otkrivanje tehnickih kvarova i/ili pogreSaka, sigurnosnih rizika ili napada na elektronicke
komunikacijske mreze i usluge).

Ova iznimka utvrdena je za konkretne, iznimne slucajeve koji bi morali opravdati primjenu takvih
mjera. U konkretnom slucaju ne postoji valjano opravdanje da bi predmetne poruke na bilo koji nacin
utjecale na sigurnost elektroni¢kih komunikacija i/ili usluga odnosno da bi bio ispunjen bilo koji od
uvjeta iz Clanka 43. stavka 2. ZEK-a koji opravdava iznimku od propisanu stavkom 1. istog ¢lanka.

Isto tako, treba imati na umu da su sporne SMS poruke bez bilo kakvih ograni¢enja su bile dostavljene
1 u mrezu Hrvatskog Telekoma d.d. 1 u mrezu A1 Hrvatska d.o.o. Navedeni operatori imaju daleko
veci broj korisnika od Telemacha te bi stoga neprimjena spornih mjera u njihovim mreZama, prema
procjenama sigurnosnih rizika Telemacha, trebala uzrokovati enormne Stete 1 za krajnje korisnike 1
za te operatore, Sto o€ito u praksi ipak nije slucaj.

Vezano uz uputu VUS-a da se u ponovljenom postupku provjeri opravdanost ovih mjera u odnosu na
ZKS, inspektor je u odnosu na navedeno zatraZio ocitovanje Telemacha. Telemach se u svom
ocitovanju od 12. svibnja 2025. pozvao na obveze ZKS-a te naveo vaznost sprjecavanja ili



smanjivanja ucinka incidenta na mrezne 1 informacijske sustave pritom smatrajué¢i da je
implementacija SMS vatrozida jedna od u mjera koja je nuzna kako bi zastitili svoje poslovanje i
pruzanje usluga. Nadalje, primjenu SMS vatrozida smatraju odgovaraju¢om i razmjernom mjerom
sukladno ZKS-u.

Vezano za primjenu ZKS-a inspektor istiCe kako ZKS u svojim odredbama ne ureduje primjenu
specificnih mjera sigurnosti. Odredbe ¢lanka 26. ZKS-a koje je Telemach citirao u svom ocitovanju
definiraju obvezu primjene odgovarajucih i razmjernih mjera upravljanja kiberneti¢kim sigurnosnim
rizicima, kojima je cilj zastita mreznih i informacijskih sustava od incidenata, uzimaju¢i pritom u
obzir sve opasnosti kojima su ti sustavi izlozeni. Kao $to je 1 prethodno utvrdeno, Telemach ni¢ime
nije dokazao da se u slucaju slanja konkretnih poruka radi o bilo kakvom riziku za sigurnost mreznih
1 informacijskih sustava, ve¢ iskljucivo ukazuje na preveniranje potencijalnih opasnosti za krajnje
korisnike.

Nadalje, ¢lankom 30. stavkom 4. ZKS-a propisano je da se mjere upravljanja kibernetickim
sigurnosnim rizicima i naéin njihove provedbe ureduju uredbom iz ¢lanka 24. ZKS-a odnosno
Uredbom o kiberneti¢koj sigurnosti (NN 135/24). Prilog Il poglavlje 6. predmetne uredbe odnosi se
na osiguravanje kiberneti¢ke sigurnosti mreze od strane subjekata te to¢ka 6.4. koja se odnosi na
predmetnu situaciju navodi sljedece: ,,implementirati mehanizme pracenja odlaznog i dolaznog
mreznog prometa u svrhu smanjenja rizika od kibernetickog napada te definirati metode filtriranja
nepozeljnog mreznog prometa u smislu prepoznavanja potencijalnih indikatora kompromitacije. Ovo
ukljucuje postavljanje odgovarajucih alata za pracenje i analizu mreznog prometa koji omogucuju
identifikaciju i automatsko blokiranje potencijalno opasnih aktivnosti. Takoder, subjekt mora
definirati i primijeniti metode filtriranja nepozeljnog mreznog prometa, poput upotrebe sustava za
otkrivanje i sprjecavanje napada (IDS/IPS) i drugih sigurnosnih rjeSenja. Svi implementirani
Mehanizmi i metode filtriranja moraju biti redovito revidirani i aZurirani kako bi se odrzala visoka
razina sigurnosti mreze. Ova mjera ne utjece na zabranu nadzora elektronickih komunikacija
reguliranu zakonom koji ureduje elektronicke komunikacije “. Slijedom navedenog, obveze propisane
ZKS-om su primjenjive samo ukoliko iste nisu u suprotnosti s obvezama odnosno zabranama nadzora
prometa koje proizlaze iz ZEK-a, a §to nije sluc¢aj u predmetnom inspekcijskom nadzoru.

Stoga je inspektor sagledavajuci sve utvrdene relevantne ¢injenice tockom II. rjeSenja naloZio zabranu
primjene mjera nadzora elektronickih komunikacija predmetnih SMS poruka, kada nisu ispunjent
uvjeti iz ¢lanka 43. stavka 2. ZEK-a, a na nacin kako je to vrSio Telemach.

Nadalje, inspektor je temeljem ¢lanka 142. Zakona o opéem upravnom postupku (NN br. 47/09,
110/21) za slucaj nepostupanja po ovom rjeSenju odgovornoj osobi izvrSenika zaprijetio izricanjem
novCane kazne u iznosu od 7.000,00 eura (slovima: sedam tisu¢a eura), a za slucaj daljnjeg
neispunjavanja obveze, izricanjem druge, ve¢e novcane kazne.

Na temelju svega navedenog odluceno je kao u izreci.
Ovo rjeSenje ¢e se na odgovarajuci nacin objaviti na internetskoj stranici HAKOM-a.

UPUTA O PRAVNOM LIJEKU:

Protiv ovog rjesenja zalba nije dopustena. Protiv ovog rjeSenja moze se, u roku od 30 dana od dana
njezina primitka, pokrenuti upravni spor pred Visokim upravnim sudom.



INSPEKTOR ELEKTRONICKIH KOMUNIKACIJA

Andro Marcev dipl. ing. prom.

Dostaviti:
1. Telemach Hrvatska d.o.0., Josipa Marohni¢a 1, 10000 Zagreb, UP — osobna dostava
2. Uspis



